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Presentation Overview
� What’s Old is New Again- IPv6 Ready Logo

� Logo Holder status

� Program developments

� What’s New – IPv6 Enabled Program
� WWW/ISP

� What’s New – USGv6 Test Program
� Program details

� Comparison with IPv6 Ready Logo

� Testing vendor status

� Program developments

� What’s Next



IPv6 Ready Logo Test Program

� IPv6 Core Protocols

� IPsec, IKEv2

� DHCPv6

� MLDv2

� SIP

� MIPv6

� SNMP

� UNH-IOL is the 
North American 
Regional Officer

� IPv6 Forum launched 
program ~2002

� Objectives of the IPv6 
Ready Logo Program

� Verify protocol 
implementation and 
validate interoperability 
of IPv6 products.

� Provide access to free 
self-testing tools.

� Provide IPv6 Ready Logo 
testing laboratories 
across the globe 
dedicated to provide 
testing assistance or 
services.



IPv6 Ready Logo Status (Phase 2)

Core 312!



IPv6 Enabled Program
WWW Status (as of March 2010)
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http://www.ipv6forum.com/ipv6_enabled/



IPv6 Enabled Program
ISP Status (as of March 2010)
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USGv6 Test Program

� The Federal Acquisition Regulation document 
is released on December 10, 2009. 
� The FAR language states “Unless the agency Chief Inspection 

Officer waives the requirement, when acquiring information 
technology using internet protocol, the requirements documents 
must include reference to the appropriate technical capabilities 
defined in the USGv6 Profile and the corresponding declarations 
of conformance defined in the USGv6 Test Program”

� Supplier’s Declaration of Conformity (SDOC)

� USGv6-V1-Capable (What does this mean?)

� The UNH-IOL is one of two accredited 
ISO/IEC 17025 USGv6 Test Laboratories.



Spec / USGv6-V1 Capability Check List Configurat ion Device Type

Reference Section IPv6 Requirements Opt ion Host Router NPD Notes

Note: Gray check boxes imp ly an atypical  selection fo r device type.      See pro fil e text fo r detail s.

No te: M i nd icates category/context contains unconditional mandatory requirements.     See NRT for detai ls.

SP500-267 6.1 IPv6 Basic Requirements M M

support of stateless address auto -configuration SLAAC Host:[O:1]

support of SLAAC pri vacy extensions. Pri vAddr

support of stateful (DHCP) address auto -configuration DHCP-Client Host:[O:1]

support o f automated router prefix delegation DHCP-Prefix

suppor t of neighbor d iscovery secur ity extensions SEND

SP500-267 6.6 Addressing Requirements M M

suppor t of cryptographically generated addresses CGA

SP500-267 6.7 IP Security Requirements M M

suppor t o f the IP security architecture IPsec-V3 M M

support fo r automated key management IKEv2 M M

suppor t for encapsulating security payloads in IP ESP M M

SP500-267 6.11 Application Requirements

support of DNS cl ient/resolver functions DNS-Client

suppor t o f Socket application program interfaces SOCK

support of IPv6 un iform resource identifi ers URI

suppor t of a DNS server appli cation DNS-Sever

support o f a DHCP server application DHCP-Server

•Capabilities Checklist/Product Specs

•USGv6 Profile

•Users •Vendors

•Test Labs

•V6 Product•Test Results

•Vendor’s SDOC

Corroboration

Image by: Stephen Nightingale, NIST



Supplier Declaration of Conformity



Supplier Declaration of Conformity



Available USGv6 Test Services

•Host and Router
• IPv6 Basic Requirements

• Addressing Requirements

• IP Security Requirements

• IPsecv3, ESP, IKEv2

• Routing Protocol Requirements

•Network Protection Devices
• Basic Firewall Capabilities

• Application Firewall Capabilities

• Intrusion detection Capabilities

• Intrusion protection Capabilities



It’s Real



USGv6 and IPv6 Ready Logo

•Similarities: Harmonized Test 
Specifications used for USGv6 
where available

– Shared Maintenance schedules

– Shared Test Tools

•Differences: USGv6 requires testing 
in an accredited laboratory and uses 
SDoC

– No central Approved Product Listing

– No Sticker or Logo

– No testing committee



The UNH-IOL Laboratory
�Industry leading 3rd-party neutral test facility 

for data communications & consumer electronics

�100% funded by commercial industry

�150+ companies provide market motivation

�32,000 sq ft lab facility – Boston Area

�7,200 sq-ft pre-wired space dedicated to Plugfests



The Mission

• Educate students:
Provide hands-on 
technical and 
business experience
for outstanding 
students

• Improve data 
networking:
Develop test suites 
and software tools, 
and provide testing 
services that 
facilitate 
interoperability 
efforts in a given 
industry in a 
cooperative 
manner

Education

Business



Any Questions?


